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Abstract 

 

The computer can be used as a tool for committing a crime or be his target. Crime in networks is 

referred to criminal use of internet networks and is defined as "cyber crime". This is the "act 

committed against individuals or groups of individuals with a criminal motive in order to damage 

the reputation of the victim or cause the victim's physical or mental damage, directly or 

indirectly, by using modern telecommunication networks like the Internet and mobile telephony. 

 

In a society that is being built more more on technological and computer bases, virtual roles in 

everyday world existence are becoming more and more essential. Through the advantages 

offered by computer technology in the profession, market and government, using and applying 

computer technology has now involved a increased risk. use and application of computer 

technology has now included an increase in risk. This risk is related to crimes that occur 

throughout the world via the Internet. 

To prevent and punish international terrorism should elaborated an effective legislative base, not 

only by a single state. The international community must operate together in this sector in order 

to identify violations who belong to terrorist activities and those who work outside the treaties, in 

order to deal with their specific categorization. 
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